**附件3：信息安全准入客户端授权技术需求表**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **序号** | **设备**  **名称** | **技术需求** | **单价**  **（元）** | **数量**  **（个）** | **总价**  **（元）** |
| 1 | 信息安全准入客户端授权 | 授权要求：★在现有准入系统上增加800个终端的永久授权许可  高可用：支持多种灵活的部署方式，无需改变网络结构，支持智能逃生判断及管理恢复机制，可灵活设置策略生效时间。  准入技术：支持略路由、端口镜像、透明网桥、802.1X、ARP、DHCP、VLAN隔离、Portal等多种准入技术自由组合使用。终端通过有线或无线申请接入，可无需用户操作，自动引导终端设备至认证入网页面。  客户端：支持安全客户端（Agent）、安全控件、无客户端等多种模式；提供Windows、linux、MAC OS、安卓、IOS专属客户端及APP。提供中标麒麟(龙芯)、银河麒麟(飞腾)、统信UOS等国产操作系统专属客户端。支持灵活的客户端卸载策略。  边界管理：支持自动生成全网拓扑图，5分钟自动更新一次网络拓扑信息并刷新，支持在界面上提供对该网络设备进行TELNET、SSH等管理。  身份认证：支持用户名密码、Ukey、指纹等认证方式，支持与AD域、LDAP、钉钉、Email联动；支持单点登录。  支持安全基线检查（windows），支持主流的杀毒软件版本、病毒库和运行情况的检查。  系统补丁：准入设备具有完整的补丁管理子系统，无需第三方补丁服务器支持。能够在终端的浏览器页面显示入网终端的补丁检查情况，支持windows10补丁检查及自动修复。  运维管理：软件、消息分发：支持基于部门、角色（分组）、设备或ip段进行软件、消息分发，分发后支持重启或关闭计算机。提供网络诊断工具，支持通过Web管理界面进行ping、抓包、traceroute、nslookup等。可提供详细的IP使用情况。 | **100** | **800** | **80000** |

其他要求

技术支持：须提供7X24小时技术咨询服务，接到电话后2小时响应。

安装调试：要求提供原厂上门安装调试服务。